This first email shows that not only was DARPA involved in our election systems but that they and
DHS were aware of command and control incursions into our election systems well before the GA
2020 primaries. Of course they blamed Russia, Russia, Russia. Kemp actually went to Congress and
testified that it was, in fact, DHS that was hacking into Georgia’s election system and NOT Russia.
What happened to Kemp after that? Good question.

From: "Antonakakis, Manos" </O=EXCHANGELABS/OU=EXCHANGE ADMINISTRATIVE GROUP
(FYDIBOHF23SPDLT)/CN=RECIPIENTS/CN=7E6BOAFC581E477DB35A37C3A3A79AEB-ANTONAKAKIS >

Sent on: Monday, March 30, 2020 12:50:56 PM

To: Schneck, Christopher (contr-i20) _@darpa_mi]>; Crone, lan ‘darpa_mib

CC: Rubinstein, Anna (contr-i20) G2 darpa.mil>

Subject: Re: A lot of progress on the DHS stuff

This is not an excuse but | would also add that we need more time. For example, these are some of the things that did not

finish as of this mornina:

Despite all that, we still have IMHO more than enough evidence of what looks to be Russian and Iranian C&C activities
from SLTT networks that we have analysis that potentially makes them election related. That is beyond dispute. If they
think this is not worth worrying about those because they do not have an Albert sensor visibility, then their argument it is
similar to this statement; | do not have Covid-19 because the doctor didn't have a way to diagnose it.

Do not get me wrong; in almost all other case all this analysis would be more than enough to diagnose the problem, even
if it was/is simply targeting (which was/is clearly not).

Raffensperger, Ryan Germany, Gabriel Sterling and Jordan Fuchs have not been honest
with Georgians regarding the internet connectivity and security of this voting system and
these usual SoS office suspects have been aware of this election interference since at least
October 2020.

GA Rule 183-1-12-.02 (o) "Voting system" or "voting system components" shall include
electronic ballot markers, printers, ballot scanners, election management systems,
electronic poll books, and voter access cards.

GA Rule 183-1-12-.05 (9) — Electronic ballot markers, ballot scanners, and election
management systems shall not be connected to the internet, and

External Network Connections - VVSG 2.0 does not permit devices or components using
external network connections to be part of the voting system (VVSG — Voluntary Voting
Systems Guidelines mandated by the EAC).



The next emails will prove that not only is the GA elections system connected to the
internet, but that those systems were remotely accessed and ballot information was
deleted. The SoS and his office was made aware of these incursions. They not only
covered it up, they then lied to the people of GA, the State BoE, Judge Totenberg,
Northern District of GA (perjury and worse) and Congress (18 USC 1001).

From: Melendes. Glenn

To: Slaton, Terrence

Subject: Fawel: Hall Co under cyber attack

Date: Wednesday. October 7, 2020 8:43:51 AM
Get Outlook for i0S

From: Millsap, James fultoncountyga gov>
Sent: Wednesday, Oc 42:51 AM
To: Melendez, Glenn fultoncountyga.gov>; Soneyin, Gbolade Okestra _ @fultoncountyga.gov>; Kandrick, Jason

2fultoncountyga gov>
Subject; Fwd: Hall Co under cyber attack

FY1

Jum Millsap

Division Chief

Fulton County Emergency Services
404.612.8136 (o)

Begin forwarded message:

Above email shows Hall County under cyber attack on Oct 7, 2020, DURING early voting.

From: Watson, Frances
Sent: Thursday, October 29, 2020 2:15 PM

To: Ryan Germany sos.ga.gov>; Jones, Ralph SR fultoncountyga.gov>
Cc: Ryan Germany sos.ga.gov>; Fuchs, Jordan__.gigmb-

Subject:

Richard or Ralph can either of you advise what this poll worker is referencing?

A poll worker at the North Fulton Government Service Center gave an account of the following
activity: On 10/23/2020, one of the poll worker’s computers was accessed remotely somewhere
else, by taking control of the computer and deleting information from the computer. Only one
computer at the site was having issues with the WIFI. The supervisor and the other coworkers
attempted to switch the WIFI back with no luck, and eventually ended up calling the Fulton
County IT folks. The poll worker that had the computer issues was Ja Quan Washington.



Then we have the Raff’s (Hunter Buyedin, hold my beer) laptop from hell. Above email
proves that on Oct 23, 2020 a poll worker reported his laptop was REMOTELY
ACCESSED and taken control of by an outside source that was deleting election
information. It also ADMITS that this absentee ballot processing laptop is, in fact,
connected to the internet by WiFi and has ethernet connectivity if there is a problem with
the WiFi. The poll worker, in this case, attempted to do the right thing. The SoS office
denizens, on the other hand, KNOWINGLY allowed the continued use of this neither safe
nor accurate system. Which means it seems they KNOWINGLY participated in the
election fraud. Isn’t there laws against that with quite harsh penalties? I'll leave that up
to the reader, but I'd check US Code Title 18 and GA Code Title 16 for starters.

From: Hall, Adrickw
Sent: Thursday, October 29, 20204

To: Callaway, James

Cc: Watson, Frances

Subject: RE:

Braun is there. He is obtaining written statements from the poll manager, the poll worker and the IT
personnel who looked at the laptop. The general statement is that the laptop was a Fulton County
laptop. The used it to access ElectioNet and Easy Vote and process the AB applications for voters.
The laptop was on wifi mode and the cursor began to move from icon to icon on its own. The laptop
kept kicking the poll worker off of Easy Vote and he would have to continuously logon. The poll
manager called the IT person who simply told Braun the cursor was methodically moving from icon
to icon as if the laptop was remotely accessed. The IT person told Braun that no program and no
information appeared to have been deleted.

In addition to the above, the IT person attempted to turn off the wifi setting and use ethernet cable.
The laptop would not allow the ethernet to be turned off and ethernet cable used. The solution they
took was to remove the laptop from use. It is shut down and being stored at the location. Braun also
took photos of the laptop and the agency tag labeling the laptop.

Adrick Hall was the Investigations Supervisor for the SoS office. Supposedly ‘the IT
person’ claimed nothing was deleted in the above email, but the previous email debunks
that claim. James Callaway took a job as an investigator with the GA SoS office during



the 2020 election cycle. He supposedly trained Vic Reynolds, who was the GBI Director
during the 2020 election cycle. Callaway ‘died suddenly’ in August 2022 at age 47. Vic
Reynolds was conveniently the GBI director starting in 2019, he was then appointed by
Kemp as a Cobb county Superior Court Judge on August 15, 2022. Kemp loves awarding
Superior Court Judgeship positions to those that have seen the election fraud, and
perhaps other, evidence. Frances Watson, was the Chief Investigator of the Investigations
Division for the GA SoS office, and was well aware of the breach via remote access since
she initiated the previous email. Interestingly enough, she was moved/promoted to Asst
Deputy Commissioner for External Operations, Dept of Revenue in 2021 (right after the
steal was complete). She oversees Local Govt Services, the Motor Vehicle Division and the
law enforcement divisions. Hmm, I wonder if she’s aware of the voter registration
database manipulations and identity fraud being perpetrated through the Dept of Driver
Services? You know, since she did such an outstanding job of investigating the Fulton,
Dekalb, Gwinnett and Cobb county election issues in 2020. I mean, seriously, as the Chief
Investigator for the SoS office you’d think she would be familiar with the Constitutions
and Federal and State election laws that were completely ignored and deprived
Georgians’ of their right to vote.

The above emails should have triggered SoS Raffensperger’s ministerial duty to
immediately cease the use of Georgia’s elections system and return to hand-marked,
hand-counted paper ballots since ‘no such system shall thereafter be purchased for use, or
used in this state’. 0.C.G.A 21-2-368(c) reads ---

No kind of optical scanning voting system not so approved shall be used at any
primary or election and if, upon the reexamination of any optical scanning voting system
previously approved, it shall appear that the optical scanning voting system so
reexamined can no longer be safely or accurately used by electors at primaries or
elections as provided in this chapter because of any problem concerning its ability to
accurately record or tabulate votes, the approval of the same shall immediately be
revoked by the Secretary of State; and no such optical scanning voting system shall
thereafter be purchased for use or be used in this state.

“..It shall APPEAR... is a very low bar to achieve and the SoS office INCLUDING IT'S
TOP INVESTIGATORS) was, and is, well aware these remote access incidents have
happened several times (see below emails). I'll make this convenient for the readers in
the back — Miriam Webster Dictionary - APPEAR — to come into sight; seem; to become
evident or manifest. Cambridge Dictionary — APPEAR — seem; give the impression of
being.

So, it SEEMS, based on the emails from the SoS office and it’s top investigators (you
know, the horses mouth) that Raffensperger and his agents KNOWINGLY utilized these
elections systems after learning they CANNOT be safely or accurately used.



From: Hamilton, Dave sos.ga.gov>
Date: Saturday, Octob - M

To: Glenn.melendez@
Cc: Chris Furtick <cfurtick@
Subject: [External]:North precinct notebook

>

Glenn,

I’'m the CISO for Secretary Raffensberger and coordinated sending the laptop in question to our
forensic partner FortAlice in DC. They have the unit as of this morning and have begun the analysis.
We spoke with Derek to acquire the necessary credentials to evaluate the system but lack the local
administrative credentials. He indicated that the password is the same on all the other assets in the
organization and he wasn’t comfortable releasing it]

| agree this is a significant ask, but the small risk associated with a trusted vendor having it versus
this or other data being compromised as part of a potential breach | would think outweigh that risk.
This could be addressed going forward by implementing LAPS or another privileged account
management platform so that all assets have separately unique. 1'd be happy to help your security
team put that plan together, as we are all in this together.

| put Derek in direct contact with Chris Furtick (copied) so that only he would have this capability but
this would dramatically shorten the time required to produce the incident report of possible
compromise. Our office has worked with FortAlice on several other like incidents and the
organization is beyond reproach.

If you could have someone coordinate with Chris directly with this information we can get this report
generated and turned around quickly and get it returned to you as soon as possible.

Regards,
Dave

David Hamilton — CISSP, C|CISO, CISM, CDPSE, CRISC, HCISPP
Chief Information Security Officer

Office of Georgia Secretary of State

2 Martin Luther King Jr. Dr. SE,




The above email not only proves the lack of security our elections system have since all
assets across GA share the SAME PASSWORD, but also has the GA SoS Chief
Information Security Officer, Dave Hamilton, ADMITTING that there have been ‘several
other like incidents’. Which can only be surmised as there having been several incursions
by remote access into our elections system. Is everyone paying attention here? Because
once you have been made aware, with irrefutable evidence from the horses own mouths,
that this election system is NOT able to be safely or accurately used, and you do nothing
about it, YOU are now complicit. Pretty sure it’s called accessory after the fact or maybe
misprision of a felony (some pretty bad felonies with even worse penalties in USC 18),
you're the lawmakers’ or enforcers, you choose. Then to make matters even worse,
FortAlice, in collusion with the SoS office, advises Fulton county IT Director, Glenn
Melendez to only discuss this ‘sensitive information via phone’ in order to ensure it’s NOT
DISCOVERABLE. Does this appear to be the safest, most secure and transparent
election to you? See email below for more irrefutable evidence straight from the horses
mouth. And, pursuant to Georgia’s Sunshine Laws, the public is supposed to be
guaranteed access to public records of government bodies. It seems that Raffensperger
and his agents are intentionally, and with pre-meditation based on the NDA admission,
seeking to hide election security issues from the public. (GA sunshine laws are in Title 50,
but GA Title 16 and USC 18 are interesting reads as well)

From: Chris Furtick _fortalicesoiutions.com>

Sent: Saturday, October 31, 2020 11:45 PM
To: Hamilton, Dave; Melendez, Gilenn
Subject: Re: [External]l:North precinct notebook

Hi Glenn,

I"m happy to have a call with you to discuss if you like, typically our clients prefer to give us sensitive
information like this via phone , this limits the exposure of the information and ensures it is not
discoverable.

We have NDAs in place with SOS Ga (and many other municipal and government entities) so we are
contractually obligated to hold your information in confidence, additionally due to our work with the
US Government most of our engineers (including myself) have Top Secret Clearance.

Can you let me know if we can have a quick call tomorrow?

You can reach my cell at_

Thanks!

R Chris Furtick
Director, Incident Response and Planning

www . fortalicesolutions.com

Fortalice

Protecting People, Business and Nations.




Sent: Wednesday, DecembeB0O, 2020 7:53:01

To:Beaver, Merritt {JDs0s.ga.gov >
Cc:Fuchs, Jordan arvey, Chris {_: Thompson, Tori

Subject: Re: election machine hack? (Fulton County, supposedly)

EXTERNAL EMAIL: Do not click any links or open any attachments unless you trust the sender
and know the content is safe.

No idea. | haven't seen anything further on this, and | don’t know enough about the overall
system to have an opinion. | will say that when | voted a couple of weeks so, | noticed that there
was a “Fulton County” wifi network at the Sandy Springs Library, and | do seem to recall Gabriel
saying that some systems use whatever wifi is available (I'm paraphrasing). There are tools for
cracking weak WPA/WPA2 wifi passwords. What is possible after getting the key and connecting
to the wifi network (assuming that actually happened), | don’t know. | seem to recall someone
saying that you had done some pentesting of aspects of the infrastructure?

-Angelos

On Dec 30, 2020, at 19:46, Beaver, Merritt <mbeaver@sos.ga.gov> wrote:

Is there anything behind this or just talk?

Merritt Beaver
CIO
Georgia Secretary of State

12/14/2022
_____________________________________________________________________________________________________________

Wow, where to start with this guy? Okay, first, the Beave is one of the highest paid GA
employees at $320K p/yr. He, somehow gets to hold TWO, full-time, state employee jobs
as IT Chief on the taxpayer dime. One with the SoS office as the ‘Chief Information
Officer’ the other as the same with the Insurance Commissioner’s office. Sterling claims
we're getting our money’s worth. I suppose that’s true if he’s being paid to obfuscate our
voting system’s security issues. He also, apparently, has 27 positions in the SoS office that
report to him. Really? What, exactly, does he do for his $320K p/yr again, oh wait that’s
right, he obfuscates. It’s obviously not because he can track incursions into our election
system since he apparently needed the DARPA guy’s help with the Fulton County hack.
Above shows not only more proof that our elections system is illegally connected to the
internet but the SoS office can’t even figure out if the Fulton County elections were



hacked. I mean seriously, is this really the people in charge of the ‘safety and accuracy’ of
our elections? Gabriel (Sterling? Of course it is) saying the election systems use
‘whatever WiFi is available’ (paraphrased) though I'm pretty sure he, and the rest of the
SoS office denizens denied this to the public, the Gen. Assembly, and a Fed Judge.

For those that may not know, Gabriel Sterling was the Dominion voting system
implementation manager for the GA 2020 elections via GA employee and independent
contractor paperwork gymnastics performed by the SoS office (I'm pretty sure there’s
some kind of fraud in those gymnastics. He could have performed his role as an employee
of the SoS office. Though, you know, it paid less). Angelos Keromytis works at GA Tech as
a Network Security advisor and researcher he also had/has a role as a program manager
for DARPA. (I call your attention back to the first email posted). Beaver quote, “My
mantra is, 1f security is not a pain, we're not doing our job. Security can’t be easy.” Holy
cow, are you kidding me right now? His quote should be, “I make almost twice the money
as the Governor of GA and all I have to do is delegate security issues to DARPA, blame
my 27 SoS office peons for any issues and pretend I don’t know that our elections system
has been hacked on multiple occasions. Life is good!” (Full disclosure, my name is not
Ward and I’'m not being hard on the Beaver. I'm just putting on full display the complete
lack of integrity of the SoS office denizens) GA taxpayers could save lots of money by
switching to hand-marked, hand-counted paper ballots that are counted in their
precincts. Then we wouldn’t need to worry about how much ‘security being a pain’ is for
the Beaver, or paying the Beaver to run cover for the SoS’s malfeasance (worse actually
based on USC 18) and Raffensperger’s failure to comply with O.C.G.A. 21-2-368(c).

But wait, there’s more... (and it’s not Popeil’s pocket fisherman)

Page 11

12/30/2020 9:31:20 PM
Re: election machine hack? (Fulton County, supposedly)

EXTERNAL EMAIL: Do not click any links or open any attachments unless you trust the sender and

.know the content is safe.

It depends on what the environment (devices, network, software) looks like. Understand, the hardest
part of an attack is reconnaissance; if these people are speaking the truth, they may have spent
significant time figuring that out, and/or have had insider knowledge. There's no way | can replicate

that part quickly.

But Merrit's comment about the hidden wifi leads me to think that there *could* be some truth to it.

Not the same as there is.
-Angelos

On Dec 30, 2020, at 20:31, Fuchs, Jordan <jfuchs@sos.ga.gov> wrote:

Can you replicate the claim?

Get




Judging by the above emails, I'd say I'm in dire need of the ROFL emoji.

None of the above revelations should surprise anyone since the Dominion voting system
1s SPECIFICALLY DESIGNED FOR REMOTE ACCESS and to CHANGE VOTES
REMOTELY. The patent for this Dominion voting system, (Patent No.: US 9,202,113 B2
dated Dec. 1, 2015) in which Eric Coomer is listed as ‘Inventor’, proves not only the
necessity of being connected to a network, but that network access cards (WiFi and/or
Ethernet) are built in to the voting system components (this tidbit actually nullifies any
EAC certification this system may have enjoyed). The most notable excerpts from the
patent are:

Column 4, lines 46-66, shows that this voting system is set up “to allow votes to be
changed remotely.” (Systems that are truly air-gapped are incapable of connecting with
other networks and are unable to be accessed remotely, though this ‘air-gapped’ fallacy is
exactly what Raffensperger and his staff constantly attests to, and what Coomer testified
to in the Curlingcase);

Column 6, lines 9-18, prove the software can be manipulated so the “tabulators can
selectively recognize’specific ballot areas’ which allows for individual votes on ballots to
be manipulated locally or remotely;

Column 6, lines 19-37, proves this system can be programmed “to allow for any marking,
by way of pixel count settings, to count as a ‘vote’or count as a ‘no vote’ for each voter
selection area of each ballot.” Thus, allowing for bad actors, whether on site or remotely,
to change a completely marked in selection as a ‘no vote’ or a blank selection as a ‘vote’;
Column 6, lines 38 and 39, shows that each tabulator can be programmed separately;
Column 8, lines 46-50, show that an ‘election official’ can change a vote;

Column 9, lines 5-11, prove these ‘election officials’ change votes via internet connection;
Column 9, lines 43-45, proves there is ‘network interface hardware’ and it includes wired
or wireless interface cards;

Column 9, lines 37-40, shows that an ‘election official’ can remotely change an
adjudicated vote;

Column 14, lines 29-33, shows that a central server computer can determine whether a
vote needs ‘adjudicated’ and that this ‘adjudication’ can be performed remotely.

Okay, so let’s move on from the proof that our election systems ARE, in fact, connected to
the internet, and that the evidence provided above proves Georgia’s elections system is in
violation of both federal and state laws. (See 2 USC 9, 52 USC 10308(a)(c), 52 USC
20971, GA Const. Art I, Sect I, Para I & Art II, Sect I, Para )

The Dominion contract signed by Raffensperger is in violation of O.C.G.A. 13-8-2 which
reads -
Contracts Contravening Public Policy Generally



(a) A contract that is against the policy of the law cannot be enforced. Contracts deemed
contrary to public policy include but are not limited to:

(1.) Contracts tending to corrupt legislation or the judiciary; and (2.) Contracts in general
restraint of trade, as distinguished from contracts which restrict certain competitive
activities, as provided in Article 4 of this chapter;

Strictly construing O.C.G.A. 21-2-284, 285 and 480 which mandates the ‘Form of Official
Election Ballot’ proves that Raffensperger signed and implemented an illegal contract.
Said contract specifically states this ‘system’ can only interpret a QR/2d bar code which is
used to tabulate votes. Nowhere in the aforementioned ‘Form of Official Election Ballot’
codes 1s it permitted for this code to print on our ballots. Therefore, this ‘code’ that prints
on our ballots, corrupts legislation and is also illegal since it’s not human readable nor
auditable (as ruled by Judge Totenberg in Curling, Oct 2020 and see 52 USC 21081),
rendering our elections void and invalid, illegal and unconstitutional pursuant to
0.C.G.A. 13-8-2(1), O.C.G.A. 21-2-280, 2 USC 9, First and Fourteenth Amendments, GA
Const. Art I and II. (see Dominion contract pg 54, Section 3, paragraph 3.1 which reads,
‘The printed ballot contains a written summary of the voter’s choices, as well as a 2d bar
code which is read by Dominion’s ImageCast Precinct or Central tabulator.’) Nowhere in
the ‘Form of Official Election Ballot’ statutes does it allow for a 2d/QR bar code or any
other printed matter. They specifically state, “marks made in violation of these directions
shall be disregarded in the counting of the votes cast.” and “the insertion of...other
printed or written matter 1s prohibited.” and that the ballots cannot vary from these
guidelines. This precludes the tabulator’s use of it’s interpretation of the bar code from
being used to count votes since anything added to the ballots is to be disregarded. This
also makes the use of the current voting system impossible and/or impracticable.
Therefore, EVERY ELECTION HELD USING THESE BALLOTS IS VOID AND
INVALID. Reason? Well because the mere appearance of the QR/2d code on our ballots
renders them UNOFFICIAL and the votes contained therein HAVE NO EFFECT. Why,
you ask? Well, based on Federal and State law ONLY VOTES THAT APPEAR ON
OFFICIAL BALLOTS CAN BE COUNTED in elections. (See 2 USC 9, 52 USC 10308,
HAVA and 0.C.G.A. 21-2-280)

Who here believes the monopoly mandated by Raffensperger is constitutional? The
requirement set forth in O.C.G.A. 21-2-300 for the exclusive use of the Dominion voting
system, if a county supervisor CHOOSES to use them, is also illegal pursuant to O.C.G.A.
13-8-2(2) and unconstitutional pursuant to GA Const. Art III, Sect VI, Para V(c) which
forbids the General Assembly from granting the SoS the power to authorize any contract
which has the effect, or intends to have the effect of defeating or lessening competition, or
encouraging a monopoly. The SoS nor the General Assembly, for that matter, has the
authority to demand the ‘exclusive use of’ ANY voting system since that obviously
‘defeats or lessens competition’. Perhaps it would be a good time for our ‘lawmakers’ and
‘law enforcers’ to ACTUALLY READ THE CONSTITUTIONS AND LAWS. That way they
would know when their actions are illegal and/or unconstitutional. Hey, there’s a novel
concept.



Alrighty then, let’s move on to the proof that there was NO SIGNATURE
VERIFICATIONS performed during the 2020 election and how the entirety of the election
was certified illegally and unconstitutionally. On November 23, 2020, Kemp said, “....1ts
quite honestly hard to believe that during the audit, thousands of uncounted ballots were
found weeks after a razor-thin outcome in a presidential election. This 1s simply
unacceptable.” Hard to believe? Not only hard to believe, but WE DIDN’T BELIEVE IT.
There’s a HUGE issue with all this ‘let’s just keep counting until we get the result we
want’ process. It is unconstitutional pursuant to US Const. Article 1, section 4, GA Const.
Article II, Section I, Paragraph I (mandates our ‘set day of election’ to be compliant with 2
USC §§ 1,7 and 3 USC § 1), Article III, Section II, Paragraph V(c) also determines the
same ‘set day of election’ as the general election for the Georgia Assembly. There is also
US Supreme Court precedent which determined that elections that do not comply with
the ‘set day of election’ are void and invalid. The ‘set day of election’ ENDS at midnight on
the first Tuesday after the first Monday in November. (See Foster pp. 71-72, “In speaking
of "the election” of a Senator or Representative, the federal statutes plainly refer to the
combined actions of voters and officials meant to make the final selection of an
officeholder; and by establishing "the day" on which these actions must take place, the
statutes simply regulate the time of the election, a matter on which the Constitution
explicitly gives Congress the final say.”) (emphasis added) Therefore, for those with
reading comprehension issues, NO VOTES CAN BE COUNTED BEYOND MIDNIGHT
and THE FINAL SELECTION OF A CANDIDATE MUST BE MADE BY MIDNIGHT ON
THE SET DAY OF ELECTION based upon the candidate with the majority of the votes
BY MIDNIGHT. Okay, now that we all know what the Law of the Land actually is, let’s
all grasp the fact that elections that are certified without following the laws, rules and
regulations, are void. On November 23, 2020, Kemp also said, “/¢s important to note that
this audit only looked at ballots, not the signatures on the absentee applications or the
signatures on the ballot envelopes.” “...so I encourage Secretary Raffensperger to consider
addressing these concerns. It seems simple enough to conduct a sample audit of
signatures on the absentee ballot envelopes and compare those signatures...” So, Kemp
actually called for a Signature audit. But, we know that Raffensperger COULDN’T do
even a ‘sample audit’ of the signatures BECAUSE THE SIGNATURE VERIFICATION
SERVER WAS TAKEN OUT OF SERVICE. But first, we need to make sure no one can
witness the lack of signature verification (wink, wink).



]
From: Cynina W ngham [ma ' NN @R ockda &CountyGA.gov]
Sent: Thursday, December 10, 2 .

To: Harvey, Chrs s0s.ga.gov>; Eve er, Jan ne <_@oobbcounty.org>: Combs, Le gh < -@sos.ga.gov>;
Harrs, Axver S0S.ga.gov>

Cc: 'Veron ca Johnson' I @ ee.ga.us>; I <IN g w nnettcounty.com >N @pau d ng.gov;
ba ey@ SNJEENPEPIN @bartowga.org; Barron, R chard [ @fu toncountyga.gov>;

char otte. Sl @accgov.com; I @forsythco.com i @co umbusga.org
Subject: RE: OEB 12-09-2020

Hello again Chris, my Board is requesting that the Secretary of State make it clear that observers
will not be able to view nor inspect any signatures. | just listened to Gabriel Sterling’s press
conference and again, it is not being made clear to the Political Parties and Public that observers
will not be able to view nor inspect the signatures of voters and documents containing such.

We need the SOS to support us on this matter and clarify this process to the observers.
Thanks as always.

Cynthia Willingham, Supervisor of Elections
; Rockdale Countv Board of Elections -



Ticket# 00190174

Fwd: Help!

Please create a ticket to assist Elections with access to the signature verification server.
Frances Lewis is on call and Shenelle knows the DB very well
Copying them both on the ticket

Ra
anhogeetha ngham ections are the users - her number is

Sent from my iPhone

Begin forwarded message:
From: "Lingham, Geetha"

Date: December 13, mo:w AM EST
To: "McKay, Derek” @fultoncountyga.gov>
Subject: FW: Help!

V>

——
Description iello Derek,

Lasheka is not able to access this server for our sig ver program.
Please........couimrseness help

From: LaSheka Battle [mmlto;l_'ibmacprcfesslonm,com]
Sent: Sunday, Decem 1:30 AM

To: Lingham, Geetha m@fultoncountyga.gov>
Subject: RE:

Server name: wdc1web01
IP address: 10.48.5.85

Sent from Mail<httpsi//urldefense.proofpoint.com/v2/url?u=https-3A _go.microsoft.com fwlink -3FLinkid-
3D550986&d=DwMF a0&c=HPIVeKF4KKSWarulT u_fOswBNYQVa3gpOReMdiciXwir=s2 JHB7NrHTarTKOheqviHHDzazVsS
JZJD _1eeUlejOpuQYENGY” ™ — "™ “Gam=8gyJsn 1WgRcWi6zORePOHLC-xYRIDVQt 4DXqdAGCchs=A%Y-
XOvmYqHKIYONcArW=n3g A WwRwmW9z oDIFvwQ&e=> for Windows 10

From: Lingham, Geethas<| m_ungg P(mfultoncountyga gov>
Sent: Sunday, December 3,

To: LaSheka Battle<mailt, Abmecprofessionals.com>
Subject:

RELDL7070-4CE10

Above email proves that Fulton county can’t access the signature verification server and
a work order ticket #00190174) was opened. This, of course isn’t the only issue here.
WHY ARE WE STILL DEALING WITH ABSENTEE BALLOTS 40 DAYS BEYOND THE
SET DAY OF ELECTION? Kemp had an issue with this as well (see above quote). And,
before you try and say it was for the January 5, 2021 run-off, early voting is only for one
week prior to the run-off elections in GA. Were they were attempting to ‘fix’ these
signature verification issues during the ‘recounts’? Appears that way to me.



Sent: Monday, December 14, 2020 8:42 AM
To: McKay, Derek
Ce: Jones, Ralph

Oh, wait, that’s right. The Absentee Ballot processing laptop from hell (emails above)
WAS remotely accessed and batches of ballots were deleted. Apparently “many of the
folders in P drive are not available”, so... gosh I guess those ballots aren’t recoverable.
Who would ever have thought that might happen?

From: MckKay, Derek

Sent: Monday, December 14, 2020 10:47 AM

To: Tavakolian, Matt; Carlisle, Chad

Ce: Yearby, Derick; Flanigan, Sandra; Kandrick, Jason; Slaton, Terrence
Subject: RE: Ticket# m has been created for you.

GM,

| am learning that this server was used by elections for Absentee ballot processing.
Not sure why it was decommissioned — or who decided to do that.

Derek McKay
Assistant CIQ
Department Relations Division,
information Technology
404-612-0043(0ffice)
404-713-3198 (cell)
FULTON  connect with Fulton County:
COUNTY  website | Facebook | Twitter | instagram | EGTV | £0neFulton E-News

From: Tavakolian, Matt

Sent: Monday, December 14, 2020 10:35 AM

To: Carlisle, Chad NG {ltoncountyga.gov>

Ce: McKay, Derek :m> Yearby, Derick f >: Paul, Tyror—@fm_;mw: Adeniyi,
Omotade NI @ {1t o0 countyga.gav>; Tavakolian, Mati R & fultoncountyga.gov>; Flanigan, Sandra R 2 {1/t 0ncountyga.goy>;

Underwood, AdamiE &) {Li1oncountyga.gov>; Moobed, Fred (NG fultancountyga.gav>
Subject: RE: Ticket# 00190174 has been created for you.

Good morning:

I just verified and I was informed that this server wdciweb01 was on the decommission list and it has been decommissioned.

Regards;



The above email links the open ticket for the Absentee Ballot signature verification
server to Raff’s remotely accessed laptop from hell. Convenient right? Glaring
incompetence or complicity by the Beave and the SoS office? Either way, it’s proof the
2020 election was illegally certified. And, just so you know, Kemp is complicit as well.
After all, he also signs off on the election certification.

So, there you have it folks. Our SoS office denizens, including our amazing, incredibly
overpaid, leave it to Beaver IT guy FAILED to assign (by design or unable to?) a new
server to perform signature verification and therefore NO SIGNATURE VERIFICATION
WAS DONE FOR ABSENTEE BALLOTS IN FULTON COUNTY. I would have loved to
see Raffensperger’s face when Kemp asked for that audit though. I guess they forgot to
get their stories straight prior to that interview. Oh, almost forgot! Remember the remote
access hack that happened on Oct. 23, 2020? (see emails above) It was reported to the FBI
according to court transcripts from the Curling case (see below). Just wait, it gets
worse....

JZO Q. My question 1:H1cs.~xn5 item Number 1 in this
21 e-mail you see here. 1I'll try to highlight it. I'm
22 not gure if I can. In any event, item 1 describec a
23 complaint that apparently was received by someone at
24 the Federal Bureau of Investigation regarding an

25 incident on October 23rd, 2020. Quote, One of the

Veritext Legal Solutions
215-241-1000 ~ 610-434-8588 ~ 302-571-0510 ~ 202-803-8830

Case 1:17-cv-02989-AT Document 1632-17 Filed 02/14/23 Page 7 of 10
‘aqge

] Page 33
1 poll workers.
2 Q. Okay. So concerning wireless connections
3 to components of Georgia's current election system,
< are you aware of any vulnerabilities related to the
- use of ballot-marking devices that are created by
6 lower security wireless connections?
7 A. No, not to my knowledge.
8 Q. Do you know who Angelos Keromytis is?
9 A. Who?

10 Q. Angelos Keromytis.

11 A. No.

12 Q. Mr. Olomo, 1 :_Enink I know the .1!):'.&---1{%‘



Well, WE know who Angelos is don’t we? And, so did ole Dominic. Anyway, the following is
a conversation between Angelos and Manos Antonakakis, another ‘cybersecurity’ guy in
the field of Network Security and Privacy, Intrusion Detection, and Data Mining, from

GA Tech. They had quite the oh s**t moment when they discovered it was Dominion that
seems to be hacking into the election system, got the receipts for that too. Keep in mind,
this revelation was just two days prior to the remote access hack. See below...

222

>>>>> On Oct 21, 2020, at 10:11 AM, Keromytis, Angelos D2 9atech.edu> wrote:

>2222

>>>>> What about them?

22222

>>3>3>3>> 0On Oct 21, 2020, at 10:10 AM, Antonakakis, Manos -galmh edu> wrote
22>

>>>> >F()h, shit. These look like egress points. I

>3

2222232

>>>>>>> 0n Oct 21, 2020, at 10:06 AM, Antonakakis, Manos [P 92tech.edu> wrote:
2222322

>>>>>>> Let me check something ...

2222222

>35333>3>

>>>>>>>> On Oct 21, 2020, at 10:03 AM, Keromytis, Angelos [ @gatech.edu> wrote:

>332

>>>>>>>>4lt's Dominion Voting.

>332

>>>>>>>>> 0n Oct 21, 2020, at 10:00 AM, Antonakakis, Manos -tech_edu> wrote:
2 2 S B e e - -

>>>>>>>>> https://www.eacgov/voting-equipment/registered -manufacturers

222222222
222222220 -~

>>>>>>>>> Manos Antonakakis, Ph.D. ||l oatech.edu




Anyone hear of Sheriff Dar Leaf’s investigation into Dominion’s Serbia division being the
actual creator of the software for the US elections and hacking real-time into our
elections? Hmm, probably should look into that. But, for your viewing pleasure, see email
below...

From: Ranko Stamatovic [ranko.stamatovic@dominionvoting.com]

Sent: 4/4/2018 1:06:10 PM

To: Paul Chavez-Casanova [paul.chavez-casanova@dominionvoting.com]: lvan Bulut [iyan bulut@dominionvoting.com]

cC: Martijn Punt [martijn.punt@dominionvoting.com); Ruzica Matic [ruzica. matic@dominionvoting.com]; Dave
Anderson [dave.anderson@dominionvoting.com)

Subject: RE: RTM - Listener certificate signing

When we talk about certificates in general ~ Dominion is not the certificate issuer. Actually, we can create certificate,
but - level of trust can be problematic... Different people (users) have different perspective what certificate means and
how it should be obtained.

One more thing - when we are sending election results through Intémel (from tabulators or RTM), this is not closed
system any more.

Therefore, my general approach to this problem is:
do not assume anything regarding who/how/when certificate should be created/obtained,
do not assume anything regarding the name of the certificate
Our system should be able to:
o import any provided certificate (but first to check validity), or/and
o Create certificate on simple and intuitive way. Furthermore, implement logic that the same certificate is be
copied to exact location where, EMS will pick it up, when prepare definition files for tabulators/RTM...

Ranko

Isn’t that eye-opening after our GA Tech gurus realized that it seems to be Dominion that
has egress points into our voting system? And, yes, those are the Serbia software writing
crew for Dominion. Well, all except for Dave Anderson that is. You didn’t think I wouldn’t
give you the connection to the US voting system did you? So, Mr Anderson is the
Dominion Voting System Senior Software Developer in Denver, CO. This email is just a
goldmine of information since it also proves the Dominion tabulators ARE CONNECTED
TO THE INTERNET and that, in fact, IT IS NOT A CLOSED SYSTEM WHEN
SENDING ELECTION RESULTS. Funny, it’s just like their Patent says. I know right?!
It’s so hard to keep up the cover-up when your mouth outruns your brain. Right Raffy,
Gabe, Ryan, Jordan, the Beave, Poulos, Coomer, etc., etc., etc.? (holy cow, too many to
name) And, just for grins of course, everyone needs to realize that there is NO WAY the
County Boards of Election are not aware the election systems are connected to the
internet.

For instance, here’s just a few emails detailing Fulton county trying to get their internet
access set-up. Apparently the secret decoder rings weren’t distributed to all the necessary
actors.



From: FCIT OnCall Administrator _@fultoncountvw

Sent: Monday, August 31, 2020 5:07 PM
To: Melendez, Glenn fultoncountyga.gov>
Cc: Slaton, Terrence ; Armstrong, Richard

-mx Barnswell, Chiquita
-~

Subject: Fulco Wireless Connection Issues - Secret Workaround

Glenn:

There seems to be some secret work around for Fulco Wireless being applied. The laptops we are
receiving intermittent issues with connecting to Fulco Wireless. | am told that the Security team
applied a work around to the Purchasing Laptops recently deployed by the TSC. As you are aware, we
are deploying 100’s of laptops and this is of great concern being that there seems to be some failure in
communication to the team who are actually deploying.

Do you know what is going on as | have not been briefed but | am told that staff are being instructed to
bring their devices to the shop? Having users return to the shop is not an option, we will be directing

issues to the Security queue until we are properly notified.

Thanks

From: Slaton, Terrence
Sent: Tuesday, September 1, 2020 11:20 AM

To: Melendez, Glenn __@fulg_ugyﬂygiMz Barnswell, Chiquita
Cc: Armstrong, Richard <
ﬁ@ful;gngggmmga gov>

Subject: RE: Fulco Wireless Connection Issues - Secret Workaround

; Barnswell, Chiquita

No secret workaround , it is a known fix for taking care of the wireless when it won't connect.
Created a new wireless profile called fulco and deselect verify server’s identity .

This fix has been around and shared for at least 6 yrs, just most people don’t remember it because it
hasn’t been a problem.



From: Melendez, Glenn

To: Barron, Richard L.; David@knowink.com: Slaton, Terrence; ROBINSON, SHANE: Brower, Dwight; McKay, Derek;
Cummings, Timothy; Gilstrap, Derrick; Slaton, Terrence

Subject: RE: WiFi Enhancements

Date: Tuesday, September 1, 2020 11:54:31 AM

Asking Derek to set up a session with all players onsite and via zoom w. ATT.

Feedback from Fulton team is constraint is happening on State APs...need David to confirm.

Ed, would like Presidio on the call.

Glenn Melendez

Interim Chief Information Officer (ClO)
Department of Information Technology
Fulton County, GA

0 404.612.0192

AP’s are Access Points. AT&T was providing the WiFi. We’ll do a Psaki and circle back to
Knowlnk in a bit. But, recall the GA R&R’s above, the poll pads are considered part of our
election management system and CANNOT BE LEGALLY CONNECTED TO THE
INTERNET. Also, the KnowInk Poll Pads have NEVER BEEN EAC CERTIFIED and
therefore, pursuant to O.C.G.A. 21-2-300 and 52 USC 20971 cannot be lawfully used in
our elections.



From: Melendez, Glenn

To: Johnson, Ed; Golden, Patrick; Slaton, Terrence; Stewart, Dirk; Copeland. Enrigue; Cummings, Timothy

Cc: Bracey, Bryan; Farrell Sideris, Brianna; McKay, Derek; Slaton, Terrence; Stewart, Dirk; Cunningham, Kenneth;
Harmon, Gary; Copeland, Kennedy

Subject: Re: Election Warehouse Installs

Date: Tuesday, September 8, 2020 7:33:46 PM

Also, wireless 1s critical. The APs out there are state provided. It’s where elections results are
uploaded and voter rosters are downloaded to elections sites. The speed of those APs - 90
MB’s 1s why we are scrambling for the upgrade.

Good idea to talk to ATT about more bandwidth. Not sure if that site has on demand upgrade
of bandwidth, but that would be great to upgrade it for a few months and downgrade it after
the elections.

Get Outlook for 10S

Sheesh, where to even start with this one, way past claiming the Fifth for sure. First,
recall the Dominion email above proving the tabulators are connected to the internet and
that when transmitting election results, the system is NO LONGER A CLOSED SYSTEM
(obviously making our elections far from safe). Then realize ‘voter rosters’ are not
supposed to be changed within 45 days of an election and draw your own conclusions. At
least until you read the section provided by Kim Brooks. (shameless endorsement)

External Network Connections - VVSG 2.0 does not permit devices or components using
external network connections to be part of the voting system. There are significant
security concerns introduced when networked devices are then connected to the voting
system. This connectivity provides an access path to the voting system through the
Internet and thus an attack can be orchestrated from anywhere in the world (e.g., nation
state attacks). The external network connection leaves the voting system vulnerable to
attacks, regardless of whether the connection is only for a limited period or if it 1s
continuously connected. GA Rule 590-8-1-.01. (d)(1) reads - Certification of Voting
Systems - the Qualification tests shall comply with the specifications of the Voting
Systems Standards published by the EAC. Therefore, these voting systems CANNOT BE
ABLE to connect, or have external network connections.

2022 elections were just as riddled with fraud as the 2020 election was. Michelle Long
Spears anyone? Right, so in that race for Dekalb county Dist 2 Commissioner, the only
race that had an actual hand recount, here’s what happened.

Timeline and facts:



(a) May 24, Michelle Long Spears requests a recount due to her and her husband’s votes
not accruing to her on election day, after they know they voted for Ms. Spears;

(b) The vote totals on May 24 were as follows: M. Orson — 5527, L. Alexander — 4866, M.
Spears — 3670, for a total of 14063 votes cast;

(c) Audited hand-count of original cast ballots reported on June 3 were as follows: M.
Spears — 6823, L. Alexander — 4878, M. Orson — 4032, D. Broussard — 135, for a total of
15868 votes cast;

(d) M. Spears moves from third place to first place by gaining 3153 votes, L. Alexander
gained 12 votes, M. Orson LOST 1495 votes (its impossible to LOSE votes if tabulators
are counting accurately), Broussard gained 135 votes after receiving none on May 24;

(e) The FEC Guidelines for the allowable election error rate is 1 in 250,000 ballots
(.000008%);

(f) The error rate in this one race was 19.87%, equating to 2,483,750 x the allowable FEC
error rate;

(g) Total voter turnout for May 2022 primaries was approximately 1,900,000 per Brad
Raffensperger;

(h) The errors found in the ONLY race in the state that had an audited hand-count were
enough to decertify the entire state of GA 2022 primary election with a total error rate
of .0017%, more than 200 x the FEC error rate allowed. This is only counting the 3153
votes M. Spears gained.

Not only that, but per testimony by Ricardo Davis in the closing arguments of the Curling
case (Jan 2024), the SoS office warned that no more hand recounts were allowed to be
done. Why is that, do you think? Doesn’t take a rocket scientist to figure it out, it would
have blown the entire ‘safe and accurate’ narrative right out of the water. Triggering once
again Raffensperger’s ministerial duty to immediately cease the use of this voting system
pursuant to O.C.G.A. 21-2-368(c).

We're finding ballot and voter registration database issues in the 2024 Primaries as well.
Watch your inboxes folks, more to come in the very near future on that.

Our Personal Identifying Information (“PII”) is being illegally shared by this voting
system. ERIC’s recent alarming admissions in a WI Court of law, has proven our claims
to be true. An ERIC email sent to Gabe Sterling and Ryan Germany, proves the SoS
knowingly sends the People of GA PII, including full names with social security numbers,
drivers license numbers, dates of birth, voting history, and phone numbers to ERIC which
then forwards this information illegally to other third parties. ERIC admitted on the
record (Waupaca county, WI case: Peter Bernegger v. Electronic Registration Information
Center, Inc., no. 2023CV000157, 6-21-2023 filing date) that it forwards all of the
previously listed PII to CEIR, a company named ‘Everyone Counts’ and to China via a
website with the domain 700.com, the IP addresses of which trace to Beijing and Hong
Kong. Peter Choo is the owner of 700.com and is the Risk and Compliance Manager at
Facebook. See email below...



From: Erica Frazier <efrazier@electioninnovation.org>

Sent: Wednesday, July 22, 2020 5:16 PM

To: Bwestfall@wvsos.com; DKersey@wvsos.com;
chris.piper@elections.virginia.gov; Will.Senning@vermont.gov;
lori.bjornlund@vermont.gov; sanderson1@utah.gov;
justinlee@utah.gov; dbrenchley@utah.gov;
Kingram@sos.texas.gov; CAdkins@sos.texas.gov;
KHart@sos.texas.gov; ABitter@sos.texas.gov; rrock@sos.ri.gov;
jcigna@sos.ri.gov; nlagace@sos.ri.gov; micmoser@pa.gov;
jmarks@pa.gov; vbunting@OhioS0S.Gov;
agrandjean@ohiosos.gov; mtlachac@OhioS0S.Gov;
gfedak@0OhioS0S.Gov; Mandy.Vigil@state.nm.us;
jiroberts@sos.nv.gov; wthorley@sos.nv.gov; pstarr@sos.nv.gov;
chrissy.peters@sos.mo.gov; kendra.lane@sos.mo.gov;
Brater)J@michigan.gov; bourbonaisl@michigan.gov;
williamst9@michigan.gov; BeltonS@michigan.gov;
maryc.wagner@maryland.gov; sherri.hadskey@sos.la.gov;
heather.meyers@sos.la.gov; lani.durio@sos.la.gov;
elizabeth.nguyen@sos.la.gov; Heidi.Burhans@sos.iowa.gov;
KThomas@elections.il.gov; chobson@elections.il.gov;
sterlinginnovative@gmail.com; Hill, Brian; Phifer, Brandon;
Germany, Ryan; Maria.Matthews@DOS.MyFlorida.com;
artesa.anderson@dos.myflorida.com; Christie.Fitz-
Patrick@dos.myflorida.com;
Amber.Marconnet@ DOS.MyFlorida.com;
Toshia.Brown@DOS.MyFlorida.com;
Mark.Ard@DOS.MyFlorida.com; ctatum@dcboe.org;
kmunoz@dcboe.org; tstroud@dcboe.org;
Anthony.Albence@delaware.gov;
Christoper.Ramos@delaware.gov; Ted.Bromley@ct.gov;
sarah.murr@sos.state.co.us; judd.choate@sos.state.co.us;
cmhebert@azsos.gov; jpetty@azsos.gov

Cc: David Becker

Subject: Confirming EBU Outreach Next Steps

EXTERNAL EMAIL: Do not click any links or open any attachments unless you trust the sender and
|know the content is safe.

G_ood afternoon, S T Tr— B

| wanted to take a minute to discuss next steps for this year's EBU outreach.
We're currently in the process of blocking off our calendar to help states with their outreach
plans, and would like to confirm the date you expect to receive your EBU list from ERIC.

We're hoping to hear back from everyone by Wednesday, July 29",



I've included a general timeline to help you know what to expect and what we'll need from this
point forward:

EBU General Timeline

1. The state notifies their mailing service that there will be two rounds of mailers.

2. The state receives the EBU list from ERIC.

3. The state does any internal cleaning and processing that it deems necessary,

4. The state uploads the cleaned EBU list to the ERIC SFTP site, and ERIC securely
transfers it to CEIR.

5. CEIR completes a randomization process. This process will produce two lists. The first list
will be a small control group. The second, much larger list will receive the first round of
mailers (this is the “treatment group”).

* If your state is sending out two different mailers, you will get four lists—one control
group and one treatment group for mailer A, and one control group and one
treatment group for mailer B.

6. CEIR shares the lists with the state (via ERIC).

4 The state shares the lists with their mailing service.

8. The mailing service will send out the first round of malilers. The mailing service and

state should note the date the first-round mailers are transferred to USPS/placed in the mail.

CEIR will follow up to confirm the date.

9. At least 14 days later, the mailing service will send out the second round of mailers.

The mailing service and state should note the date the second-round mailers are transferred
to USPS/placed in the mail. CEIR will follow up to confirm the date.

Once we get your confirmation, we can follow up with one more call or email to nail down the
finer points of your state-specific plan and timeline. Please feel free to get in touch if you have
any questions.

Thanks for all of your time and thoughtful effort on this; I'm looking forward to hearing from
you soon,
Erica

Well then, a whole slew of issues (meaning illegal and unconstitutional acts) in this bad
boy. First of all our boys, Gabe and Ryan using their personal email addresses to conduct
state business. Big no no. Next, holy cow, their straight up admission that they are
forwarding our PII to a third party (CEIR) WITHOUT OUR EXPRESS WRITTEN
AUTHORIZATION. Another big no no, but who’s counting right? These actions are not
only against state and federal laws but are Fourth Amendment infringements.

The disclosure of information to a public employee of this state, its political subdivisions,
or the United States who is obtaining such information for administrative purposes, in
which case, subject to applicable laws of the United States, further access to such
Information shall continue to be subject to the provisions of this paragraph, and O.C.G.A.

50-18-72 (a)(21) which reads,

Records and information disseminated pursuant to this paragraph may be used only by
the authorized recipient and only for the authorized purpose. Any person who obtains
records or information pursuant to the provisions of this paragraph and knowingly and
willfully discloses, distributes, or sells such records or information to an unauthorized
recipient or for an unauthorized purpose shall be guilty of a misdemeanor of a high and
aggravated nature and upon conviction thereof shall be punished as provided in Code



Section 17-10-4. Any person injured thereby shall have a cause of action for invasion of
privacy, and The Privacy Act of 1974 which states,

“no agency shall disclose any record which is contained in a system of records by any
means of communication to any person, or to another agency, except pursuant to a

written request by, or with the prior written consent of, the individual to whom the record
pertains’.

So, the SoS office is authorized to acquire this information for the administrative purpose
of a voter registration database, but they are prohibited from forwarding that information
to another source without express written authorization by the People of GA.

I don’t know about you, but I've never knowingly consented to, or knowingly provided
written authorization waiving my rights, have you? Nor have I given the SoS office
permission to forward my PII to any outside organizations. Though it does seem that the
SoS office has done an abundance of law breaking both knowingly and willfully. Did you
know that Privacy is a constitutional right in GA? Yep, receipts for that too...

“In this state, privacy is considered a fundamental constitutional right and is recognized
as having a value so essential to individual Iiberty in our society that [its/ infringement
merits careful scrutiny by the courts.” Ambles v. State, 259 Ga. 406, 408 (2) (b) (383 SE2d
5565) (1989) and “Because the right of privacy is itself premised upon the due process
clause of our constitution, that concept is necessarily subsumed into a constitutional
challenge on privacy grounds. Thus, the privacy issue having been raised in the trial
court, the principles of due process are applicable on appeal.” King v. State, 272 Ga. 788,
535 S.E.2d 492 (2000).

Just FYI, CEIR paid the GA SoS $5.5MM in 2020. Gee, I wonder what that was for.

Last but not least in this display of malfeasance, misfeasance, breach of fiduciary duty
and infringement of the People of GA right to vote, 1s our BPro/KnowInk Poll Pad
disclosure. Just a reminder that even our poll pads can’t legally be connected, or able to
connect for that matter, to the internet. Did you know that Dominion sold us these poll
pads within the election system contract? Anyway, here goes...

In 2012 Everyone Counts was bought by Votem Corp., Eugene Yu of Konnech was on the
Board for Votem (see Complaint below). In 2019, after Votem acquired Everyone Counts,
the company restructured, and sold the New Jersey contract to KnowlInk. At the time,
KnowlInk was only known to sell and service e-poll pads, as they had not yet purchased
BPro which handles voter registration. That changed at the end of 2019 or beginning of
2020 (before the elections). Convenient timing right? BPro, much like Dominion, relies on
foreign software developers. China, Ukraine (via Leaflet), etc.. And, Bpro/KnowInk,

Votem, Konnech, and Everyone Counts is now one big happy family! Yay! But, DHS and EAC are also
part of that family, yep, not kidding.



«a Board and Advisor Roles /

Number of Current Board & Advisor Roles

1

Eugene Yu is the Member of the Board of Advisors at
Votem Corp

“Konnech”
votem

Votem Corp D I I S
Member of the
Board of Advisors -

"‘7 a?

Astonishingly, the Department of Homeland

Security (DHS) made Votem a founding partner in
the DHS Security Council on Elections.




aors. A few recent occurrences, of Chinese“-

government backed malware infection,
were targeting the same kind of SQL servers that
Konnech uses to store its data. This kind of

malware infection was such that the threat actor
is able to “fully control the server machine and
use this backdoor to conduct reconnaissance in

the internal network.”

through internal Konnech employee emails, sent

by project manager, Luis Puente Nabergoi, (who

previously worked at Scytl for over 6 years,) that

the Konnech employed Chinese coders, in China,

were given “superadministration” access to the
pany’s systems.

Angeles County clection workers (o third-party software developers who assisted with creating and fixing

A 2 Case No.

Pagel
FELONY COMPLAINT FOR ARREST WARRANT

Konnech's mtermal “PoliCheef™ software

OVERT ACT 7

On or about August 18, 2022, Luis Nabergos, project masager for Konnech's contract with the
County of Los Angeles, confirmed via the messaging app DingTalk that any employee for Chinese

contractors working on PoliChief software had “superadministration™ privileges for all PoliChief clients. Mr
Nabergoi described the situation as 2 “huge security issve.”
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A technology glitch that halted

voting in two Georgia counties on
Tuesday morning was caused by
a vendor uploading an update to
their election machines the night
before, a county election
supervisor said. Voters were
unable to cast machine ballots for
a couple of hours in Morgan and
Spalding counties after the
electronic devices crashed, state
fficials said. | |
delays, Superior Court Judge W.

Fletcher Sams extended voting

until 11 p.m. The counties use
voting machines made by
Dominion Voting Systems and
electronic poll books — used to
sign in voters — made by
Knowlnk. The companies
“uploaded something last night,

which is not normal, and it

caused a glitch,” said Marcia

@ thevotingnews.com




So, now you have the proof that EveryoneCounts, Votem, Konnech, BPro Knowlnk, are
all one big happy family and now for the final nail in the EAC coffin, may I present to you
the proof that EveryoneCounts IS THE EAC.



a Everyone Count.. o

eac.gov

g

An official website of the United States government
Here's how you know v

Welcome to the New
EAC Website!

See something? Please let us know!
While our website is fairly new, we are
working to make sure that all of our
content is working as it should. You can
contact us by submitting a contact

form (Concerning: "Website feedback")
if you notice something that needs our
attention.

Thank you!

Click on the "X" in the upper right
corner of this message box to remove
it from your view.

W UNITED STATES
% ,/ ELECTION ASSISTANCE

R-# COMMISSION

Everyone Counts,
Inc.



The following are the state requirements for Georgia....

State Participation:

Applicable Statute(s):

Applicable
Regulation(s):

State Certification
Process:

GEORGIA

Requires federal certification. GA requires that voting systems receive
Qualification Centificates from the EAC before vendors submit them for
further evaluation for use in Georgia. Voting machines must also be
certified by the Secretary of State.

The Secretary of State examines/reexamines voting machines to be used
in Georgia. Any vendor, or ten or more electors in the state, may request
the Secretary of State to examine a machine. Any vendor that fails to

certify a voting machine prior to completing a sale is subject to a penalty

of $100,000. GA Code § 21-2-324 (2018)

“Prior to submitting a voting system for certification by the State of
Georgia, the proposed voting system’s hardware, firmware, and software
must have been issued Qualification Certificates from the EAC. These
EAC Qualification Certificates must indicate that the

proposed voting system has successfully completed the EAC
Qualification testing administered by EAC approved ITAs. If for any
reason, this level of testing is not available, the Qualification tests shall
be conducted by an agency designated by the Secretary of State. In either
event, the Qualification tests shall comply with the specifications of

the Voting Systems Standards published by the EAC.” Ga. Comp. R. &

Regs. 590-8-1-.01 (2020)

After the voting system has passed EAC Qualification testing, the vendor
of the voting system submits a letter to the Office of the Secretary of
State requesting certification for the voting system along with a technical
data package to the certification agent. An evaluation proposal is created
by the certification agent after a preliminary view of the Technical Data
Package and sent to the vendor. Any additional EAC ITA testing
identified in the evaluation proposal is arranged by the vendor and the
certification agent will perform all other tests identified in the evaluation
proposal. The certification agent submits a report of their findings to the
Secretary of State. Based on these findings the Secretary of State will
make a final determination on whether to certify the voting system. The
Secretary of State also judges whether any modifications to previously-
certified voting systems will require additional testing. Ga. Comp. R. &
Regs. 590-8-1-.01 (2020)



The information in this Brief, including all emails which were acquired via Open Records
Requests and FOIA’s, has been presented to the GA State Board of Elections, GA AG
Christopher Carr, Brad Raffensperger and various County Boards of Election since
August of 2022. The above named people and Boards have been served, via lawsuits that
have been in process since August of 2022 and via the Boards’ monthly meetings prior to
that. There 1s no excuse for allowing this voting system and processes to continue based
on the above provided information which proves Georgia’s elections are neither safe nor
accurate. Allowing the continued use of this voting system after it has been proven, and
you have been informed, of it’s illegal and unconstitutional nature, implicates any
election official as an accessory in these crimes and to the irreparable injury of the People
of GA caused by depriving them of their right to vote.

Prepared by: Lori Tullos



